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REASONS

Introduction

1.

The tribunal apologises for the delay in promulgating the decision. This was caused in part by leave

over the Christmas period, and in part by another period of leave by one of the members. 

2.

The tribunal heard two appeals together. 

3.



EA/2022/0203 is an appeal against the Commissioner’s decision notice IC-137699-L0Q9 of 8 June

2022 which held that the City of London Corporation (CoL) was entitled to rely on section 31(1)(a)

(prejudice to the prevention or detection of crime) of the Freedom of Information Act 2000 (FOIA) to

withhold the requested information. 

4.

EA/2022/0181 is an appeal against the Commissioner’s decision notice IC-137696-L7B4 of 30 June

2022 which held that Westminster City Council (WCC) was entitled to rely on section 31(1)(a)

(prejudice to the prevention or detection of crime) of FOIA. 

5.

Before the Tribunal the Councils rely further or in the alternative on section 41, section 12, and

section 14 FOIA.

6.

Where reference is made to ‘the Council’ or ‘the Councils’ this should be read as referring to both CoL

and WCC. 

7.

The discussion and conclusions start at paragraph 170. 

Factual background to the appeal

8.

These appeals concern National Non-Domestic Rates (NNDR). This is a property tax, billed and

collected by billing authorities, including the Councils. 

9.

The Councils are required under the Non-Domestic Rating (Collection & Enforcement) (Local Lists)

Regulations 1989 (SI 1989/1058) to bill and collect NNDR from all occupiers of all non-residential

premises, with empty rates being collected from the persons or owners of buildings who are entitled

to possession. Ratepayers may be corporations, partnerships, or sole traders.

10.

NNDR are calculated by reference to a ‘hereditament’: defined in section 64 of the LGFA 1988 (read

with section 42), which itself refers back to earlier legislation. A hereditament is usually a unit of real

property: it may be an entire building, or it may be a single room on one floor. Accordingly, the public

address of a business is not necessarily the same as the hereditament on which is charged NNDR. The

Valuation Office Agency (VoA) includes hereditaments (but not the identity of the ratepayer) on its

publicly searchable Valuation List. 

11.

The amount of NNDR charged to a business is a product of the rateable value of the hereditament (a

figure set by the VoA for each hereditament) and the ‘poundage’ (set by central government), less any

exemptions and reliefs.

12.

The Councils administer exemptions and reliefs. 

13.

WCC administers the highest overall value of NNDR of any local authority in the country (around £2.4

billion in a normal pre-pandemic financial year, around 8% of the national total). It has the highest

http://www.legislation.gov.uk/id/ukpga/2000/36
http://www.legislation.gov.uk/id/ukpga/1988/41/section/64
http://www.legislation.gov.uk/id/ukpga/1988/41
http://www.legislation.gov.uk/id/ukpga/1988/41/section/42


number of ratepayers (around 39,000) and administers a higher volume and value of refunds than

those any other local authority: approximately 9,000 refunds annually with a total value of some £165

million. Individual refunds are often in excess of £1 million and the highest to date has been in excess

of £8 million.

14.

By the same measures, CoL is the second-largest billing authority in the country, after WCC. It

currently collects around £1.3 billion annually and administers NNDR for 20,638 entities. Over the

past three years, it has administered 20,000 refunds worth around £400 million, the highest being

over £4.9 million.

15.

During the COVID-19 pandemic, some of the central government support to businesses was

distributed using the existing architecture for NNDR refunds. WCC administered £300m in various

Business Support payments during the pandemic and CoL £152 million.

Request and Decision Notice

16.

Mr Carter made the requests which are the subject of this appeal on 13 August 2021, in the following

terms:

“Under the Freedom of Information Act, I would like you to disclose a list of all companies that pay

business rates in [each of the Councils] and which hereditament(s) they are liable for (including Local

Authority References).”

17.

In the course of the appeals Mr. Carter has clarified that by ‘Local Authority References’, he was

referring to the ‘property reference number’ (PRN): a number assigned to each hereditament for the

VoA’s purposes, and available on the VoA website. The Councils accept that clarification. 

18.

The Councils refused the requests on 6 September 2021 and 23 September 2021 relying on section

31(1)(a) (prevention and detection of crime) and, in respect of company names, on section 41(1)

(information provided in confidence. The Councils upheld their decision on internal review. 

19.

In two similar decision notices dated 8 and 30 June 2022 the Commissioner held that section 31(1)(a)

was engaged and that the public interest favoured maintaining the exemption. 

20.

The Commissioner set out the claimed prejudicial effect as follows. By disclosing the information, the

Council would be providing information that would enable potential fraudsters a significantly greater

opportunity to defraud the Council and taxpayers of significant sums of money. The Commissioner

accepted that the prejudice claimed related to the prevention of crime. 

21.

With a significant amount of money involved, the Commissioner was satisfied that the prejudice being

claimed was not trivial or insignificant. He was also satisfied that if the information was disclosed this

would provide information which could further help facilitate attempts of fraudulent activity being



made, and therefore there was a relevant causal link between the disclosure of the information and

the exemption being claimed.

22.

The Commissioner recognised that the Council’s arguments had been weakened since the decision

notice on case EA/2018/0033, which was based upon the information received from both parties at

that time. The complainant had also pointed out that his request is different to the one made in that

case as he had asked the Council to disclose details of any refunds due to particular companies.

23.

The Commissioner recorded that the Council argues that a disclosure of the requested information in

response to an FOIA request would effectively provide that information for all properties. This would

increase the potential for fraudulent claims, or at the least, increase the number of properties which a

potential fraudster might be able to use for his or her purposes. This would make it quicker and

simpler to attain and therefore more attractive for those who wish to attempt to commit fraud.

24.

The Commissioner considered that the larger list of properties suitable for potential claims to be

made would become publicly available should the information be disclosed. He considered that this

was a ‘prejudice likely to affect the prevention and detection of crime,’ and therefore he considered

that the exemption was engaged.

25.

In relation to the public interest, the Commissioner concluded that the public interest in maintaining

the exemption outweighed the public interest in disclosure. 

Grounds of Appeal

26.

The grounds of appeal are, in summary: 

26.1.

Section 41 is not engaged.

26.2.

The Commissioner was wrong to conclude that section 31(1)(a) was engaged.

26.3.

The Commissioner was wrong to conclude that the public interest favoured withholding the

information under section 31(1)(a).

The Councils’ responses

27.

In the Councils’ responses they relied in addition on section 12 FOIA on the basis that that Mr. Carter

had requested ‘company’ information only, and the time required to separate company information

from sole trader or partnership information, which is personal data, would exceed the cost limit, since

the two types of information are not reliably distinguished on the relevant databases. They now rely

on section 14 in the alternative. 

The Commissioner’s response

28.



Generally, the Commissioner relies on his decision notice.

Mr. Carter’s reply

29.

In his Reply dated 29 December 2022, Mr. Carter confirmed that he sought company information only,

but submitted that information relating to sole traders and/or partnerships would nonetheless be

within the scope of the Requests, if it was wrongly labelled as ‘company’ information in the Councils’

databases. He argued that in seeking to withhold it, the City of London would therefore be applying

section 40 FOIA (which is not an activity that can be counted towards the section 12 cost limit under

regulation 4(3) Freedom of Information and Data Protection (Appropriate Limit and Fees) Regulations

2004 (2004 Regulations), rather than extracting requested information from a document containing it

(an activity that does count towards the cost limit). 

Legal framework

Section 31 – law enforcement

30.

Section 31 FOIA provides a qualified exemption subject to the public interest test in respect of

information relevant to specific areas of law enforcement: 

“S 31 - law enforcement

(1)

Information which is not exempt information by virtue of section 30 [investigations and proceedings

conducted by public authorities] is exempt information if its disclosure under this Act would, or would

be likely to, prejudice-

(a)

the prevention … of crime”

31.

The exemption is prejudice based. ‘Would or would be likely to’ means that the prejudice is more

probable than not or that there is a real and significant risk of prejudice. The public authority must

show that there is some causative link between the potential disclosure and the prejudice and that the

prejudice is real, actual or of substance. The harm must relate to the interests protected by the

exemption. 

32.

Section 31(a) is a qualified exemptions and therefore if it is engaged, the tribunal must consider

whether, in all the circumstances of the case, the public interest in maintaining the exemption

outweighs the public interest in disclosing whether the information.

Section 41 – information provided in confidence

33.

Section 41 provides, so far as relevant:

“S 41 – Information provided in confidence

(1)

Information is exempt information if –

http://www.legislation.gov.uk/id/ukpga/1988/41


(a)

it was obtained by the public authority from any other person (including another public authority),

and

(b)

the disclosure of the information to the public (otherwise than under this Act) by the public authority

holding it would constitute a breach of confidence actionable by that or any other person.”

34.

The starting point for assessing whether there is an actionable breach of confidence is the three-fold

test in Coco v AN Clark (Engineers) Ltd [1969] RPC 41, read in the light of the developing case law

on privacy:

(i)

Does the information have the necessary quality of confidence?

(ii)

Was it imparted in circumstances importing an obligation of confidence? 

(iii)

Is there an unauthorised use to the detriment of the party communicating it? 

35.

The common law of confidence has developed in the light of Articles 8 and 10 of the European

Convention on Human Rights to provide, in effect, that the misuse of ‘private’ information can also

give rise to an actionable breach of confidence. If an individual objectively has a reasonable

expectation of privacy in relation to the information, it may amount to an actionable breach of

confidence if the balancing exercise between Article 8 and Article 10 rights comes down in favour of

Article 8. 

36.

Section 41 is an absolute exemption, but a public interest defence is available to a breach of

confidence claim. Accordingly, there is an inbuilt consideration of the public interest in determining

whether or not there is an actionable breach of confidence. The burden is on the person seeking

disclosure to show that the public interest justifies interference with the right to confidence. 

Section 12 – cost of compliance

37.

Under section 12(1) a public authority is not obliged to comply with a request for information where: 

the authority estimates that the costs of complying with the request would exceed the appropriate

limit. 

38.

The relevant appropriate limit, prescribed by the 2004 Regulations is £450. 

39.

In making its estimate, a public authority may only take account the costs it reasonably expects to

incur in relation to the request in–

(a)

determining whether it holds the information,

http://www.legislation.gov.uk/id/ukpga/1988/41


(b)

locating it, or a document which may contain the information,

(c)

retrieving it, or a document which may contain the information, and

(d)

extracting it from a document containing it. (See Regulation 3).

40.

The 2004 Regulations specify that where costs are attributable to the time which persons are

expected to spend on the above activities the costs are to be estimated at a rate of £25 per person per

hour. 

41.

The estimate must be sensible, realistic, and supported by cogent evidence (McInnery v IC and

Department for Education[2015] UKUT 0047 (AAT) para 39-41). 

42.

A public authority cannot comply with FOIA by providing such information as it can find before

exceeding the section 12 limit (Reuben Kirkham v Information Commissioner [2018] UKUT 126

(AAC)).

Section 14 - vexatious request

43.

Guidance on applying section 14 is given in the decisions of the Upper Tribunal and the Court of

Appeal in Dransfield ([2012] UKUT 440 (AAC) and [2015] EWCA Civ 454). The tribunal has adapted

the following summary of the principles in Dransfield from the judgment of the Upper Tribunal in CP v

Information Commissioner [2016] UKUT 427 (AAC):

44.

The Upper Tribunal held that the purpose of section 14 must be to protect the resources of the public

authority from being squandered on disproportionate use of FOIA (para 10). That formulation was

approved by the Court of Appeal subject to the qualification that this was an aim which could only be

realised if ‘the high standard set by vexatiousness is satisfied’ (para 72 of the CA judgment). 

45.

The test under section 14 is whether the request is vexatious not whether the requester is vexatious

(para 19). The term ‘vexatious’ in section 14 should carry its ordinary, natural meaning within the

particular statutory context of FOIA (para 24). As a starting point, a request which is annoying or

irritating to the recipient may be vexatious but that is not a rule. Annoying or irritating requests are

not necessarily vexatious given that one of the main purposes of FOIA is to provide citizens with a

qualified right of access to official documentation and thereby a means of holding public authorities to

account (para 25). The IC’s guidance that the key question is whether the request is likely to cause

distress, disruption, or irritation without any proper or justified cause was a useful starting point as

long as the emphasis was on the issue of justification (or not). An important part of the balancing

exercise may involve consideration of whether or not there is an adequate or proper justification for

the request (para 26).

46.

https://caselaw.nationalarchives.gov.uk/ewca/civ/2015/454


Four broad issues or themes were identified by the Upper Tribunal as of relevance when deciding

whether a request is vexatious. These were: (a) the burden (on the public authority and its staff); (b)

the motive (of the requester); (c) the value or serious purpose (of the request); and (d) any harassment

or distress (of and to staff). These considerations are not exhaustive and are not intended to create a

formulaic checklist.

47.

Guidance about the motive of the requester, the value or purpose of the request and harassment of or

distress to staff is set out in paragraphs 34-39 of the Upper Tribunal’s decision.

48.

As to burden, the context and history of the particular request, in terms of the previous course of

dealings between the individual requester and the public authority in question, must be considered in

assessing whether the request is properly to be described as vexatious. In particular, the number,

breadth, pattern, and duration of previous requests may be a telling factor [para 29]. Thus, the

greater the number of previous FOIA requests that the individual has made to the public authority

concerned, the more likely it may be that a further request may properly be found to be vexatious. A

requester who consistently submits multiple FOIA requests or associated correspondence within days

of each other or who relentlessly bombards the public authority with email traffic is more likely to be

found to have made a vexatious request [para 32]. 

49.

Ultimately the question was whether a request was a manifestly unjustified, inappropriate, or

improper use of FOIA. Answering that question required a broad, holistic approach which emphasised

the attributes of manifest unreasonableness, irresponsibility and, especially where there was a

previous course of dealings, the lack of proportionality that typically characterises vexatious requests

[paras 43 and 45].

50.

In the Court of Appeal in Dransfield Arden LJ gave some additional guidance in paragraph 68: ‘In my

judgment the Upper Tribunal was right not to attempt to provide any comprehensive or exhaustive

definition. It would be better to allow the meaning of the phrase to be winnowed out in cases that

arise. However, for my own part, in the context of FOIA, I consider that the emphasis should be on an

objective standard and that the starting point is that vexatiousness primarily involves making a

request which has no reasonable foundation, that is, no reasonable foundation for thinking that the

information sought would be of value to the requester or to the public or any section of the public.

Parliament has chosen a strong word which therefore means that the hurdle of satisfying it is a high

one, and that is consistent with the constitutional nature of the right. The decision maker should

consider all the relevant circumstances in order to reach a balanced conclusion as to whether a

request is vexatious. If it happens that a relevant motive can be discerned with a sufficient degree of

assurance, it may be evidence from which vexatiousness can be inferred. If a requester pursues his

rights against an authority out of vengeance for some other decision of its, it may be said that his

actions were improperly motivated but it may also be that his request was without any reasonable

foundation. But this could not be said, however vengeful the requester, if the request was aimed at the

disclosure of important information which ought to be made publicly available...’

51.



Nothing in the above paragraph is inconsistent with the Upper Tribunal’s decision which similarly

emphasised (a) the need to ensure a holistic approach was taken and (b) that the value of the request

was an important but not the only factor.

52.

The lack of a reasonable foundation to a request was only the starting point to an analysis which must

consider all the relevant circumstances. Public interest cannot act as a ‘trump card’. Rather, the

public interest in the subject matter of a request is a consideration that itself needs to be balanced

against the resource implications of the request, and any other relevant factors, in a holistic

determination of whether a request is vexatious. 

53.

In relation to whether or not a request could be vexatious because of the cost of compliance the Court

of Appeal stated: 

85.

As the UT held, there is no warrant for reading section 14 FOIA as subject to some express or implied

qualification that a request cannot be vexatious in part because of, or solely because of, the costs of

complying with the current request.

86.

In addition I would agree with the UT's observation that, if the authority can easily show that the

limits in section 12 would be exceeded, it would be less complicated for it to rely on that section,

rather than section 14.

54.

In Home Office v Information Commissioner and Cruelty Free International [2019] UKUT 299

(AAC) the Upper Tribunal stated:

The issue is always whether the resources required to provide the information, and therefore the

requests to the authority, were such as to render the request vexatious. And that will depend on the

context. It would, for example, take a much higher burden to render vexatious a request pursuing

allegations of ministerial corruption than a request asking for the number of paperclips used in the

minister’s private office. (paragraph 19)

55.

In the same case the Upper Tribunal stated, at para 21, that although there are other provisions, such

as section 12, that allow burden to be addressed, those other provisions do not deal with every

eventuality. 

The Task of the Tribunal

56.

The tribunal’s remit is governed by section 58 FOIA. This requires the tribunal to consider whether

the decision made by the Commissioner is in accordance with the law or, where the Commissioner’s

decision involved exercising discretion, whether she should have exercised it differently. The tribunal

may receive evidence that was not before the Commissioner and may make different findings of fact

from the Commissioner.

Issues

57.



The issues we have to determine are as follows:

Section 31(1)(a)

58.

If the disputed information, or any part of it, were released, would it prejudice, or be likely to

prejudice, the prevention of crime?

59.

If so, does the public interest in maintaining the exemption outweigh the public interest in disclosing

it?

Section 41

60.

Is any of the disputed information confidential within the meaning of section 41(1) FOIA?

61.

For any information which is confidential, would disclosure be in the public interest such that it would

not amount to an actionable breach of confidence?

Section 12

62.

Do the relevant costs fall within the costs that may be included within an estimate of the cost of

responding to the Request, for the purposes of section 12, as defined by the 2004 Regulations?

63.

If so:

63.1.

have the Councils produced a reasonable estimate of those costs; and 

63.2.

on that estimate, do the costs exceed the appropriate limit?

Section 14 

64.

Is the request vexatious? 

Evidence and submissions

65.

We had before us the following bundles of documents, which we have taken account of where

relevant:

65.1.

An open bundle for EA/2022/0203 (the CoL bundle) 

65.2.

An open bundle for EA/2022/0203 (the WCC bundle)

65.3.

A bundle open to the parties



65.4.

A combined open bundle

65.5.

A closed bundle

66.

We read statements from and heard oral evidence from:

66.1.

The appellant (two witness statements) 

66.2.

Martin Hinkley, Director of Revenues and Benefits on behalf of WCC

66.3.

Phil Black, Assistant Director of Financial Shared Services on behalf of CoL

66.4.

Matt Lock, Head of Internal Audit, on behalf of CoL

67.

We read witness statements from the following witnesses on behalf of the appellant who did not

attend the hearing: 

67.1.

Gavin Chait

67.2.

Simon Talbot Williams

68.

We placed more limited weight on the statements of Mr. Chait and Mr. Talbot Williams because their

evidence was not tested by cross-examination. 

69.

The appellant and the Councils submitted skeleton arguments and made oral submissions. The

tribunal took account of the content of all submissions where relevant.

70.

We held a number of short sessions that were closed to the public but open to the parties, the content

of those sessions and any documents or evidence referred to in those sessions are covered by a

separate rule 14(1) order and their disclosure or publication to anyone other than the parties is

prohibited. 

71.

We held a closed session, from which everyone except the second and third respondents was

excluded. The following gist of that closed session was provided to Mr. Carter’s representative in the

hearing: 

“Gist of closed session

12.55



to 13.05 Tues 14 Dec

Mr Lockley asked Mr Hinckley and Mr Lock to point to examples in the closed material of liable

entities for whom it was not immediately obvious whether they were sole traders or companies.

Mr Hinckley identified two examples. He noted that, in particular, it may not always be immediately

apparent whether a foreign name is a personal name or a business name, and that might require more

research. He also noted that the sample provided related to Edgware Road, which was not typical of

Westminster’s areas - there was an unusually high number of sole traders.

Mr Black identified several examples. One was an LLP, though that was not immediately obvious from

the name. He pointed to other examples of entities that were not companies, for example, a City

Guild, and a charity, which would need to be removed from the data. He identified a number of

barristers chambers where the name of an individual barrister appeared.

Mr Lockley asked Mr Black about a further barrister’s chambers, identified in the closed list by two

names. Mr Lockley asked Mr Black if he knew how that appeared in the PAF. He did not know.

Mr Lockley showed Mr Black a further example of a foreign name. Mr Black had no idea about the

nature of the entity that represented. He stated that presented with such a case, he would have to

look first on the Northgate database, and then potentially conduct online research to establish the

status of that entity. He confirmed that the longer time estimate he had given in his evidence, relative

to Mr Hinckley, incorporated the need to deal with more difficult cases of this nature.

Mr Lockley said he would not need to make any closed submissions. Reference could be made to the

closed material without identifying any specific ratepayer.”

Skeleton argument of the Appellant

The information requested

72.

Three categories of information are requested:

72.1.

List of companies that pay business rates in the City of London/Westminster: the request relates to

‘companies’; that is, limited companies and public limited companies. It does not extend to

partnerships, which includes Limited Liability Partnerships.

CoL and WCC admit this is largely publicly available information, though say there are certain,

unevidenced, cases where the trading name differs from the company name so that the company

name is not public. Even if this were the case, finding the company name from the trading name (or

vice versa) is elementary, and both are certainly in the public domain:

(i)

both are usually included on any public-facing legal document (for example a privacy policy);

(ii)

the company name must be included at any location at which a company carries on business, in a way

visible to the naked eye. It is a criminal offence not to do so.

72.2.



Which hereditaments they are liable for: it is common ground that a list of rateable hereditaments is

public. While as a matter of definition hereditaments may differ from an address, it is not suggested

by either council that they are entirely independent. Naturally, a hereditament will be within the

building or floor that is a company’s address, if not coincidental with it. A list of all hereditaments and

their property address is published by the VOA.

72.3.

Local Authority References: As the Appellant has clarified in the WCC Reply at paragraph 11, this is

the number that appears on the VOA’s ratings list, not the ratepayer’s account number as assigned by

the council. Both CoL and WCC appear to refer to this as a PRN and acknowledge that it is publicly

available on the VoA’s website.

Is section 31(1)(a) engaged?

73.

The only requested information not agreed as being in the public domain is confirmation of what

companies are liable for which hereditament (the PRN being related to that hereditament). The

objection, essentially, is to ease of triangulation of two pieces of publicly available information.

74.

The relationship between business name and hereditament is obtainable with little effort, including by

the Royal Mail’s Postcode Address File (PAF).

75.

Both Councils’ primary process to counter fraud by telephone (set out briefly at Paragraph 11 of CoL’s

Response) centre on provision of an Account Reference Number, business name and address. The

former is not requested to be disclosed in these proceedings; the latter two are public knowledge. 

76.

Failing the provision of an Account Reference Number by a caller, both councils ask a number of

questions as a kind of backup process to confirm identity. WCC give as examples “payment method,

amount of last payment dates of occupancy and any exemptions or reliefs that have been applied for”.

Imitating a ratepayer is made very difficult by the Councils’ processes, as one would expect.

77.

There is no evidence of any fraud caused by disclosure of the requested information by other public

authorities. This includes the Royal Borough of Kensington and Chelsea and Hammersmith and

Fulham, with whom WCC share fraud prevention services. CoL itself released the information until

2019. Local authorities who do release the requested information have a similar dearth of business

rates fraud). 31 out of 33 London boroughs disclose the requested information.

78.

There is also little evidence that business rates fraud is a significant issue, particularly post-Pandemic,

and the end of COVID-related grants. 

79.

CoL has had no attempted frauds in the last 10 years and WCC have been able to raise one or two

incidents of rates fraud since 2015, one where the perpetrator certainly had physical access to the

building. Evidence of fraud that has been filed relates to either: physical interception of

communications or forms; wholesale forgery of proof of address and/or trading to attempt to either (i)

change the bank details on file or (ii) prove occupancy; or something other than business rates.



80.

There are other, complex systems in place to prevent fraudulent transfer of funds both at the stage of

accessing the account and at the stage of transferring funds. This includes providing refunds only to

the person who made payment. 

81.

A list of ratepayers would not help a fraudster with the in-depth research or forgery on a single target

that a fraudster would need to perform to even begin an attempt at fraud. 

82.

In both councils’ witness evidence, it appears that the name of the ratepayer is only relevant to fraud

protection in that it “amounts to”  (though presumably not “is”) an answer to one of many questions

used in a backup process on a telephone helpline. However, the business name and property address

are also asked for on first contacting the telephone helpline.

83.

The information sought is not relied on by local authorities to prevent fraud to any appreciable extent.

This is logical: all the information requested is easily triangulable from public sources. It is not clear

how such information even relates to the prevention of crime, let alone how it would be likely to

prejudice it.

84.

The amount of rates administered is independent of fraud risk. 

Balance of prejudice

85.

Even if the tribunal were to find section 31 engaged, the likelihood of prejudice would be merely

marginal.

86.

There is substantial public interest in disclosure of information assisting with the transparency and

accountability of government, particularly in the field of taxation where the local authority benefits

from substantial coercive powers and may retain unclaimed credits.

87.

Disclosure of the information would provide significant assistance to specialist advisors in recovering

overpayments for ratepayer and the provision of specialist tax advice. The information sought will also

assist in revealing wrongdoing by ratepayers – for example, it will assist journalists and investigators

reporting on apparently widespread tax fraud relating to souvenir and sweet shops. Disclosure would

reveal compliance with regulations made under the Companies Act 2006 concerning disclosure of

legal entities, regulations themselves designed to bring transparency. The information will also assist

in economics research relating to each borough. There is a clear public interest in knowing the extent

(if not the specifics) of the Councils’ poor data retention practices.

Section 41

88.

CoL and WCC only rely on section 41 as regards the company names. It cannot be seriously argued

that the name and address of a company’s registered office is subject to a duty of confidence, given

the information on Companies House.
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89.

A company’s postal address does not have the basic attribute of inaccessibility. It is insufficient to

simply say ‘CoL would be undermining any decision taken by a business to avoid publishing their

office address’ without identifying the particular business. 

90.

The ‘Marcel principle’ is not a freestanding situation in which information will be provided in

confidence. Rather, it applies only where ‘information of a personal or confidential nature is obtained

or received in the exercise of a legal power or in furtherance of a public duty’.

91.

In LGFA (section 63C) there is a carve-out from FOIA for disclosure of “revenue and customs

information relating to a person”  received from HMRC. Parliament declined to provide the same

immunity to other public authorities.

92.

Information showing what company is responsible for which hereditament cannot be said to be

imparted in circumstances conferring an obligation of confidentiality.

93.

In relation to the public interest balance, if a company does have an office it wishes to remain secret

the tribunal should be anxious to scrutinise the reasons why, given the significant public interest in

exposing the potential for fraud or corruption and the illegality of not publicising the entity that

carries on business from the premises. If a company does have a particularly compelling reason for

remaining secret, that company’s address can be redacted.

Section 12

94.

In both Councils’ systems, there is a drop-down menu in the system that can identify limited

companies. It is possible also to search for entities whose names include common indicators of a

company, such as ‘Limited’, ‘Ltd’ or PLC’. Finding all information held fitting the description

“companies paying business rates” should therefore take a matter of seconds, perhaps minutes. 

95.

The dispute as to section 12 (and 14) really arises because both Councils think that some of the

information may be incorrect. The estimates are only arrived at by including costs not properly

attributable to the task. 

96.

The tribunal is invited in any event to scrutinise the estimates with case. 

97.

The Councils accept that there is an easily searchable centralised database that can be filtered for

company type and name. Its case instead is that it would need to check these records for their

accuracy, lest it disclose details of ratepayers that in fact are not companies (in particular it raises the

spectre of personal data) and the cost of this audit can be counted towards the cost of complying with

the request for the purposes of section 12.

98.
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This argument is wrong in law. The right to recorded information is indifferent as to whether the

information is accurate. The requests are for the information recorded by the public authorities on

ratepayers that (according to the information those authorities had recorded and held at the time of

the request) were companies. Regulation 4(3)(d) of the 2004 Regulations concerns only costs in

separating out information described by the request from that not described by the request. This

cannot extend to verifying the accuracy of that information or altering the information to make it

accurate. 

99.

Comparing the accuracy of the information against an external source and vetting the database for

compliance with legal obligations and/or best recordkeeping practice is not ‘extracting information

from a document’. 

100.

Any consideration or investigation as to whether information caught within the request is exempt (for

example, a consideration of whether it is personal data or not) is not caught by the 2004 Regulations

and is not attributable to the costs of compliance for the purposes of section 12. 

101.

In this case, the Councils hold information that certain ratepayers are companies. Whether that

information may be wrong is irrelevant: that the information held may be incorrect does not mean it is

not (i) information, that is (ii) held, which; (iii) is described by the request.

Section 14

102.

That a public authority wishes to audit its own record-keeping in response to a request is not due to

the request for FOIA purposes and cannot make that request vexatious within section 14. The costs of

an exercise not required by or under FOIA cannot be counted towards it and so cannot make a

request vexatious.

103.

It would also allow public authorities to retrospectively correct wrong information (and there is a

public interest in ascertaining a public authority acted based on an error of fact, or holds wrong

information, or holds it in breach of legal obligations). It would remove the ability of the public to

discover errors.

104.

The Upper Tribunal in Homes for Haringey said (at [88]):

“It was suggested that public authorities cannot be required to carry out steps which are onerous and

disproportionate to the value of the information that is likely to be disclosable. However, Parliament

has provided a specific exemption designed to protect public authorities from incurring excessive

costs. There can be no justification for reading into the legislation a further exemption (in

circumstances where the effort involved is ‘disproportionate’, or where the cost of applying redactions

in respect of an identified document is excessive) that Parliament, having clearly considered the need

to protect public authorities from excessively costly compliance, didn’t choose to include. That would

be contrary to the approach approved by the Upper Tribunal in Montague of interpreting the right to

disclosure broadly and the right to rely on an exemption narrowly.”

105.



The appellant submits that the request is not vexatious when considered under the headings in 

Dransfield. 

Skeleton argument of the Councils

Section 31 – engagement of the exemption

106.

It is submitted that release of the Requested Information would allow a malicious actor more easily to

circumvent the security checks that the Councils apply to verify the identity of callers to its NNDR

telephone service (and in CoL’s case, would supply one piece of information required to set up an

online account). That, in turn, would offer access to other ratepayer information, and so open up

additional opportunities for fraud based on impersonation of the ratepayer.

107.

A fraudster would not know directly from the Requested Information which accounts were and were

not due a refund, but it is the Appellant’s case that this can often be discerned from the Valuation List

published by the VoA. The Requested Information would enable a fraudster systematically to match

the VOA entry to a business name, using the PRN. 

108.

In addition, disclosure would mean that security could more easily be compromised, allowing a

fraudster to find out more information about the account and potentially to divert funds. Moreover,

the provision of a ready-made list of information relating to all ratepayers would allow for systematic

attempts to match this information with other data available (legitimately or otherwise) to clear

security on the Council’s NNDR enquiries service.

109.

Only a partial set of the Requested Information is in the public domain, some of it at cost, and even

that information is not necessarily available in the form of a ready-made list. The provision of such a

list would therefore be of significant assistance to a potential fraudster.

110.

Attempts to commit a different type of imposter fraud, whereby fraudsters pose as CoL’s commercial

suppliers, have increased since local authorities have been required to publish details of transactions

over £500. This is evidence that fraudsters are liable to exploit any available data set that can be

linked to financial transactions.

111.

The Councils administer a higher volume and value of NNDR, and NNDR refunds, than any other local

authority in the country. The Councils maintain that disclosure would present a significant additional

risk of fraud against them, regardless of the situation in other local authorities.

112.

The statements of Mr Hinckley and Mr Black provide a fuller explanation of how disclosure would

assist a fraudster to bypass telephone security. Moreover, armed with the hereditament and business

name (potentially combined with other identifying information, obtained legitimately or otherwise) it

would also be possible to write to or e-mail the Councils to request alterations to the business rate

account, obtain access to the CoL online portal, divert bills, close accounts, and request refunds.

113.



It is submitted that disclosure would prejudice the prevention of crime, that is that the relevant

prejudice would be more likely than not to occur. 

Balance of the public interest

114.

The public interest in not facilitating fraud, which if successful enriches a dishonest wrongdoer at the

ultimate expense of ratepayers, is very significant indeed, especially given the particularly large sums

that are at stake in relation to the two Councils. One or more successful frauds are a real possibility as

a result of disclosure, and this possibility should be given very considerable weight in the public

interest balancing exercise.

115.

The tribunal must consider secondary effects, such as the measures that are likely to be taken to

combat the enhanced risk of fraud. In the present case, these include changes to the telephone

security system and time and resources spent by the Councils in combatting attempts at fraud. These

are both undesirable outcomes that add additional weight to the public interest in maintaining the

exemption.

116.

The Councils acknowledge that there is some public interest in the additional transparency that would

be provided by disclosure. However, it is disputed that the Requested Information, which does not

include any data on the value of NNDR levied nor on the applicability of any reliefs, could be used to

‘provide research and statistical data and advice on the revaluation of premises since the Covid-19

pandemic’. Nor has the Commissioner or appellant offered any convincing explanation of how it

‘would aid in the economic development (and redevelopment) of an area’ to release only a list of

company names, hereditaments, and PRNs. In the absence of such an explanation, the Councils

consider that the dataset is simply not rich enough to provide any meaningful boost to economic

development.

117.

Gavin Chait states that the Requested Information would reveal changes in economic activity over

time – but this envisages repeated release of the equivalent information in future and is only

tangentially relevant to the public interest in disclosure of this Requested Information. The second

point made by Gavin Chait relates to a legal requirement that has applied since February 2023 and is

not relevant to the public interest in disclosure at the relevant time in September 2021. 

118.

Local authorities already have processes to alert ratepayers who are entitled to a refund, which limits

the extent of the public interest in advisers gaining ‘an opportunity to approach companies when they

believe there is an unutilised opportunity to achieve a saving on their behalf.

119.

A significant element of the appellant’s public interest case rests on the argument that disclosure

would increase the ability of surveyors and ratings agents to market their services helping businesses

to apply for refunds. Ultimately, the appellant is seeking to increase direct marketing of a commercial

service. Increased marketing of rating agent services is therefore by no means an unalloyed public

good.

120.



The suggestion that disclosure might work to reveal companies with ‘links to money laundering and/or

corruption’ remains speculative. Investigations into tax evasion are carried out by authorities who

have (or can request) access to much more detailed information that is within the scope of the

Request. Corrupt companies are likely to be very few relative to the overall number of ratepayers in

the Westminster/City of London, and anyone with an interest in tracking their activities is already able

do so, much more efficiently, via (for example) targeted internet searches.

Section 41 -confidential information

121.

The principle of taxpayer confidentiality is well established and applies to any information for which

the elements of a breach of confidence are made out. The obligation of confidentiality also arises

expressly through the privacy notice which CoL provides to ratepayers when collecting information.

122.

The ratepayers’ identity, which carries with it the necessary implication that they are liable for NNDR

in Westminster/the City of London, is information that the Councils obtain from ratepayers, so that

they can fulfil duties under the relevant legislation to levy NNDR. That information is not necessarily

freely, or easily available online, and accordingly may properly be regarded as confidential.

123.

By publishing the details requested, the Councils would be undermining any decision taken by a

business to avoid publishing their office address (as being linked to that business), which would cause

them detriment. For the reasons set out above in relation to section 31 FOIA, disclosure of ratepayer

companies’ identities would also increase the risk of fraud being committed against the company.

Section 12 

124.

The Request is for information relating to companies only, and so the Council would need to extract

the Requested Information from its NNDR database, which also contains equivalent information

relating to partnerships and sole traders. There is no automatic and accurate way to separate

company information from non-company information.

125.

Both Councils have made an estimate of the time it would take to respond to the Request. In each

case, the only time they have counted is the time it would take to extract the Requested Information

from the database containing it. The estimate in each case exceeds the section 12 cost limit. In each

case, the estimate is supported by evidence, is based on an actual sample review (not mere

guesswork) and is reasonable.

126.

The appellant now argues that the time it would take the Councils to ensure that they supplied only

company information, and not sole trader or partnership information, is not time that can be counted

towards the section 12 limit. The appellant argues, first, that time spent confirming whether

information does or does not relate to a limited company is not time spent ‘extracting the information

from a document containing it’ for the purposes of reg. 4(3)(d); and second, that in any case the

Request encompasses information wrongly categorised as company information.

127.



The cost of identifying what is and is not part of the Requested Information is obviously a cost

‘incurred in relation to the request’ in extracting the information.

128.

It cannot be the case that ‘information of the description specified in the request’, to which section 1

FOIA applies, includes information wrongly so labelled by a public authority.

Section 14 

129.

In the alternative the Councils rely on cost under section 14. If the tribunal accepts the Councils’

arguments that it will be extremely time-consuming and costly to disaggregate company from non-

company information, those costs would impose an undue burden, whether or not they fall within the

2004 Regulations.

Mr. Castle’s oral submissions on behalf of the appellant. 

130.

Mr Castle submitted that, standing back, this is a list of names and addresses of companies. A

company’s name is in the public domain. The list of hereditaments is in the public domain and can be

downloaded as a searchable list from the VoA. 

131.

The relationship between the two is largely obvious from public sources such as Companies House

and the PAF list of addresses. The Companies Act regulations require the person carrying on a

business in a property, which will be the occupier, to display the company name in characters that can

be read with the naked eye. Mr. Carter’s evidence was that he could find the requested information in

relation to an individual business in 20-25 minutes. 

132.

Mr. Hinckley’s evidence that many businesses do not display company names should be looked at in

the context that he can only comment on ‘problem properties’ and does not visit that many properties

personally. The evidence in the bundle shows that the two companies that were asked and objected in

fact publish the information. 

Section 31

Engagement

133.

Mr. Castle submitted as follows: 

133.1.

This information is substantially in the public domain and can be found in about 30 minutes including

by a potential fraudster. To commit fraud using the list, a fraudster would have to do a lot more

digging into specific companies. A large list of names and addresses would not cause more fraud. 

133.2.

There is no evidence of fraud attributable to the use of this information having taken place in either

Council, even though the CoL published similar information for 18 months. The examples of fraud

given do not use this information. If the requested information presented a serious fraud risk, there

would have been notable attempts using it, because the information is publicly available. 



133.3.

The requested information could not be used to gain access to a company’s account. A lot more

information is needed which requires a deep dive into a single target rather than a scattergun

approach. No anti-fraud mechanism would be likely to be beaten by linking two basic items of publicly

available information. 

Public interest in favour of disclosure

134.

Without rating agents, it is very difficult for individual ratepayers to claim what they are entitled to.

They are a necessary part of the system in relation to rateable value appeals and can assist in

claiming reliefs. The information would enable rating agents to do their work. This is important

because of the amount of unclaimed reliefs. Although CoL have never had to write down unclaimed

reliefs, WCC do this in the amount of about £1 million every year. 

135.

The information can be used by economic researchers to plot macro and micro economic changes over

time. 

136.

The information will assist in reporting and open public debate in relation to fraud such as the ‘sweet

shops’ fraud. This may lead to landlords ‘freezing out’ such companies from the market. It is an entry

point into opaque corporate structures. 

137.

The information can be used to monitor compliance with Companies Act regulations on the

publication of company names and assist in transparency for the purpose of enforcing consumer

rights or other disputes with companies that do not publish their names. 

Public interest against disclosure

138.

Rogue agents are a minority. The tribunal should be cautious in concluding that rates avoidance is not

in the public interest. 

139.

When CoL released the information, the situation was mitigated by a simple instruction to staff, so the

phone system would not need to be altered. 

Section 41

140.

The information is not confidential in nature. The two businesses who said that they wanted to keep

their address confidential published it on the internet. 

141.

The fact that the material is list is not relevant to section 41, because it depends on each individual’s

separate action for breach of confidence. 

142.

Section 41 cannot be applied in a blanket manner. 

Section 12



143.

The right under FOIA is to be informed if a public authority holds information recorded in any format

of the description specified in the request. The request in this case is for information held and

recorded about companies that pay business rates. Therefore, if it is recorded for entity A that it is a

company, then that it what must be communicated to the requestor. 

144.

Checking whether the information really matches the request because the entity is truly a company

does not fall within ‘extracting the information’. It is wrong to import concepts of ‘right’ or ‘correct’

information into FOIA. 

Section 14 

145.

Given the acknowledged public interest in the release of the information it cannot be said that this

request is manifestly unjustified. 

Mr. Lockley’s oral submissions on behalf of the Councils

146.

Mr. Lockley invites the tribunal to put little or no weight on the evidence of Mr. Chait and Mr. Williams

because they have not been put forward for cross-examination. 

Section 31

Engagement

147.

Mr. Lockley submits that the Councils’ case is very simple. If someone calls the NNDR inquiries line,

they are asked first for the account number. If a caller doesn't have that account number, they are

asked a series of questions one of which is the name on the account. The Councils have been asked to

disclose a ready-made list of the names on the account for every account in those two boroughs. 

148.

Mr. Lockley acknowledged that other information would be needed to bypass the security systems, but

one those systems have been passed, the Council understands that it is talking to the bona fide

ratepayer which could facilitate the commission of fraud in a number of ways. 

149.

The evidence was that the requirement to display a company name is observed more in the breach

both from Mr. Hinkley and his team. Providing a ready-made list is a highly material addition to the

risk to the system. It is a head start for anyone wanting to commit fraud. It provides a bigger list of

places to start digging. 

150.

The test is whether disclosure would or would be likely to prejudice the prevention of crime, not

whether it would or would be likely to lead to an increase in crime. The test is made out to the higher

threshold.

Public interest in withholding the information

151.



Additional security is expensive for Councils and the taxpayer. The public interest in avoiding a less

secure system is obvious. Successful fraud and attempted fraud cost the public purse money. 

152.

Any evidence of a lack of recorded fraud or attempted fraud is of limited value. The data relates the

period prior to the pandemic when there was an increase in fraud and opportunities for fraud. It

shows that they had no records of attempted fraud not that there were no attempts. In relation to

WCC it relates to a period in which they did not publish the data. CoL only published the information

on three occasions when it was at least 6 months old, and it was hidden on the Council website. There

was no discernible increase in the activity of ratings agents when the CoL information was published.

This suggests it was not that widely accessed. 

153.

It would be a mistake to assume that the types of fraud described in evidence are in any way

exhaustive of the ways in which people attempt to commit fraud. 

154.

In summary the public interest in favour of withholding the information is very weighty because of: 

154.1.

A very high likelihood of extra counter fraud security measures being required which is of medium

severity.

154.2.

A high likelihood of an increase in thwarted attempted fraud which is of medium severity.

154.3.

A real possibility of an increase in successful fraud with a very high severity.

Public interest in disclosure

Facilitating the work of rating agents

155.

Mr Lockley recognised that it is in the public interest that businesses claim the reliefs to which they

are entitled, and that most rating agents play a legitimate role in facilitating that, but that rating

agents already do that without the requested information. A ready-made list would not add much to

the work of legitimate rating agents above saving some time. A ready-made list would facilitate

blanket approaches which are more likely to be taken by less reputable ratings agents whose work is

not in the public interest.

Facilitating research

156.

Mr. Lockley submitted that the tribunal should place limited weight on Mr. Chait’s evidence. It has not

been tested by cross-examination and his research uses different data – vacancy data. It is in any

event unclear how it would work without series of data releases to show changes over time. There will

be very limited ability to extract trends using the limited data already released by CoL. 

157.

Mr. Lockley submits that it is naïve to suggest that publishing the requested information would help

with unravelling the problem of candy stores when the people who are supplying the name to be used



on the account are, by definition, criminals. The Councils are already working on the issue with full

access to the information plus other coercive powers. It is unclear how publication would move that

forward. Journalists can write about this without the requested data. 

158.

Mr. Lockley suggested that the tribunal disregard or give limited weight to the new point that was

made in Mr. Castle’s oral submissions about compliance with Companies Act regulations, in the

absence of any evidence that anyone was particularly concerned about this or would seek to use the

information in that way. 

Section 41 

159.

Mr. Lockley submitted that the interrelation between the name and the hereditament satisfies the

three conditions in Coco on a class basis. 

160.

It is imparted in circumstances implying confidentiality. That arises out of the relationship between

the Council as ratings authority and the occupier who is compelled to provide that information to

trade. The notices given by the Councils do not refer expressly to an obligation of confidence but

convey a message that disclosure will be for tightly controlled purposes relating to the administration

of rates and not to the world at large and not for the purposes of marketing. 

161.

The information has the quality of confidence. The name on the account is often not public at all,

because it might be a trading name. It is possible to get a general sense of where a business is carried

on, but it is often hard to know specifically what a hereditament is. Those are available on the VoA but

without the link to the name. 

162.

There may be specific detriment to particular companies, but the detriment as a class is the increased

risk of fraud. 

163.

The public interest in disclosure is modest so there will be no public interest defence available to

justify disclosure. 

Section 12

164.

Mr. Lockley submits that the tribunal should accept the evidence about what the witnesses did in

making their estimates and find that the estimate was reasonable and supported by cogent evidence. 

165.

Mr. Lockley submits that the challenge is primarily on the basis that there is a label in the database

saying that an organisation is a company or not and that somehow that label should be definitive for

the purpose of the request. FOIA requests are to be construed objectively not according to the public

authority’s individual labelling of the information. The request is for a list of companies. The

existence, or otherwise, of an indicator does not change the information that falls within the scope of

that request. 

166.



The definition of information in section 84 excludes unrecorded information and includes information

recorded in any form. It does not seek to define information by the formal trappings of how it is

recorded unless the request makes clear that is what is wanted. The Councils are not checking that

the information is accurate in the sense of checking the correct post code or the spelling of the name

or even that the company has used the correct legal name. 

167.

Mr. Black explained that the indicator has not been used in a systematic way. It defaults to ‘company’.

It would be absurd if simply not checking the box meant that an individual was included within the

scope of a request which is for information about companies. If a label was definitive, it would cut

down the section 1 right which would be at the whim of labelling errors. 

168.

The cost of extracting information covers all costs that would reasonably be expected to occur in

extracting that information, which includes working out which information you need to extract. 

Section 14

169.

If the tribunal holds that the extraction process is properly a redaction process, the tribunal can apply

section 14. Section 40 is effectively a mandatory exemption. The question remains whether this is a

disproportionate or unjustified use of FOIA in the light of the burden on the public authority. 

Discussion and conclusions

Section 31(1)(a): If the disputed information were released, would it prejudice, or be likely to

prejudice the prevention of crime?

170.

There is an overlap under this exemption between whether the section is engaged and any subsequent

application of the public interest test, because the prevention of crime is in the public interest. Some

of our reasoning in this section also supports our conclusions on the public interest balance below. 

171.

The applicable interest in this case is the prevention of crime. It is important to note that section 31(1)

(a) is engaged where there would or would be likely to be prejudice to the prevention of crime. It does

not require the respondent to show that disclosure would or would be likely to lead to any increase in

crime. 

172.

The nature of the prejudice being claimed by the Councils is that the release of the information would

reduce the effectiveness of their security checks used to identify the occupier/account holder because,

at present, one of the security questions is ‘the name on the bill’ (the liable business party name) and

the information includes a list of those names. This is said to be likely to lead to either a need for extra

counter fraud security measures or an increase in thwarted attempted fraud and a real possibility of

an increase in successful fraud. 

173.

When deciding if the section is engaged, we must decide if the Councils have satisfied the evidential

burden of showing that some causal relationship exists between the prejudice being claimed and the

potential disclosure; if the prejudice is real, actual, or substantial; and whether the chance of



prejudice is more than a hypothetical or remote possibility i.e. is there a real and significant risk of

prejudice?

174.

We accept that, in many cases, by visiting the building in question and matching with other publicly

available information it is possible to find out the name of the occupier of a particular building in

around 25 minutes. This should be, and in most cases, will be, the same as the ‘name on the bill’.

Sometimes it will not be possible and sometimes the occupier is not the name on the bill. 

175.

That is the case for a number of reasons: 

175.1.

It is not always easy to identify a particular hereditament, and therefore it is not always easy to

identify which hereditament is occupied by which company. The list published by the VoA will help,

but it may still not be straightforward to identify a particular hereditament on the ground. 

175.2.

Sometimes the ‘name on the bill’ is not the name of the occupier. For example, sometimes the name of

the serviced office, whilst not the occupier, is the name on the bill. 

175.3.

Sometimes the ratepayer incorrectly provides a trading name, and so the name on the bill is not the

same as the legal name of the company. 

175.4.

Sometimes a company does not display its name at the place where it carries out its business (despite

the legal obligation to do so) or displays it in a place or an area that is not easily accessible to the

public. 

175.5.

PAF gives the postal address which is not always the same as the hereditament. 

176.

Further, whilst it is possible in many cases to find out the name of the ratepayer, we accept that there

is an advantage to fraudsters in having a searchable ready-made list of the answers to one of the

security questions for every ratepayer, over having to physically visit the premises of each company

that you intend to defraud. A list enables access to the information by those who do are not based in

the same geographical area and for whom a ‘site visit’ would not be practical.

177.

We accept that this information would not, in itself, allow a fraudster to breach the Councils’ security

systems, but it gives one answer to one of the security questions for all ratepayers and therefore

weakens the system to some extent. The fraudsters will need a lot more information in relation to an

individual company to bypass the security systems, but they will be able to guarantee that they will

not get the wrong answer to the question about what name is on the bill, and they will be able to do so

without spending 25 minutes per company visiting the premises and matching up other data online.

Weakening the security systems in our view inevitably prejudices the prevention of crime. 

178.



Based on the above, we accept that there is a causative link between the release of the information

and a real and significant risk of prejudice to the prevention of crime, which is real, actual and of

substance. We find that disclosure would be likely to lead to prejudice to the prevention of crime and

the exemption is engaged. 

Public interest balance

Public interest in withholding the information

179.

We have considered above the prejudice of weakening the Council’s current security system. In our

view this is an inevitable consequence of releasing the information. We think that there is a strong

public interest in not weakening the Council’s security system by releasing a ready-made list to the

answer to one of the questions. In effect, the Council would have two options, either live with a less

secure system or redesign the security systems entirely which is likely to have significant cost

consequences for the public purse. The latter would carry significant weight in the public interest

balance. 

180.

We note that when the City of London previously released this data into the public domain, they, in

effect, chose the former. No steps were taken to change the security questions, albeit that an

instruction was issued to staff to make sure that they were aware that the information was in the

public domain and that they therefore needed to be careful about the additional questions that were

asked in terms of identifying the caller. As far as Mr. Black was aware, there was no increase in fraud

or attempted fraud during the 18 months in which this information was online.

181.

The value of this evidence is limited by a number of factors. First, failed attempts to bypass the

security systems are not recorded. The Council and Mr. Black would not have been aware of these

failed attempts. Second, the information was published 6 months out of date on each occasion. Third

the information was relatively ‘hidden’ on the website. Mr. Black was not aware of any increase in the

activity of ratings agents during that period. For whatever reason, it appears that the information was

not widely known about during that period. In contrast we must consider the effects of disclosure as if

it is disclosure to the world. 

182.

However, we do think that if there was a high risk of an increase of successful frauds as a result of the

release of this information, there would be likely to be some evidence of an increase during the period

of 18 months in which it was published by City of London, or that City of London would have taken

more extensive steps to deal with the risk. In addition, we note that the examples of fraud provided by

the Councils are, in the main, of a different nature. 

183.

Further, taking into account that the information only provides a starting point for a fraudster, and

that significantly more targeted information would be needed about a particular company to commit a

successful fraud, overall we find that the risk of an increase in successful frauds (in the sense of

bypassing the security systems and causing financial loss) as a result of the release of this information

is very low. Although the risk is very low, the consequences are extremely severe and therefore this

factor still carries reasonably significant weight in the public interest balance. 



184.

If the system is not re-structured, we think that there is a moderate risk of a small increase in

unsuccessful attempts to bypass the security systems, as a result of providing a ready-made list of the

answer to one of the security questions. This is particularly so because of the general increased risk of

fraud during the pandemic. These attempts may amount in law to fraud, rather than attempted fraud,

even if they do not succeed in bypassing the security systems. In some circumstances they might lead

to investigations and costs incurred by the public purse. There is a strong public interest in

preventing fraud, even at low levels and even if it does not result in financial losses to the Council.

This factor carries fairly significant weight in the public interest balance. 

185.

Taken overall we think there is a moderate public interest in withholding the information. 

Public interest in disclosure

Work of rating agents

186.

Both Councils accept that it is in the public interest for businesses to claim the reliefs to which they

are entitled and that rating agents play a legitimate role in facilitating that, in particular in relation to

appeals which are complex. We find that there is a public interest in enabling rating agents to do their

job. 

187.

We accept that there is a large amount of unclaimed credit in both Councils. In general, at the end of

the year this is used to reduce a ratepayer’s liability for the next year. However, if, for example, there

is no live account, the credit is carried over and written down after 6 years. The City of London write

down approximately £1million a year. Whilst rating agents can assist in claiming credits, this is

something that companies can easily do themselves. The large amount of unclaimed credits is not

something that adds significantly in our view to the public interest in disclosure. We do not accept

that the Councils deliberately attempt to create ‘friction’ in the process in an attempt to deprive

businesses of the money to which they are entitled.

188.

Rating agents already operate successfully in Westminster and in the City of London without

disclosure of the withheld information. The information needed to enable the work of rating agents

can already be found, with some effort. Given the targeted approach taken by ratings agents, an extra

25 minutes work per potential client is not, in our view, disproportionate. Having a ready-made list

would no doubt make the job of ratings agents somewhat easier, but that carries limited weight in the

public interest balance. 

189.

Having a ready-made list would facilitate blanket marketing, but in our view that is not in the public

interest and not the approach taken by legitimate rating agents like Mr. Carter who take a much more

targeted approach. A ready-made list is much more likely to be useful to those who operate at the

shadier end of the rating agents’ market, where agents offer a poorer service to clients and, in a

minority of cases, engage in illegal evasion. This reduces the public interest in disclosure. 

Research

190.



Our decision does not mean that other public authorities should not publish similar data. It does not

mean that the City of London or Westminster are entitled to withhold this information in response to

similar or even identical requests in the future. That is not how FOIA works. The public interest

balance in relation to, for example, historical data, or a series of sets of this data over a period of time

where this would facilitate identified and valuable research would involve different considerations and

might result in a different outcome.

191.

It is very important that our decision is not used by either these two public authorities or other public

authorities as justification for not releasing this type of data. Each request needs to be considered on

its merits, considering the particular information requested and in the light of the public interest at

that particular time. 

192.

Similarly, a decision that this information should be disclosed does not amount to a ruling that similar

information must be disclosed in the future, either regularly or at all. That is why we must consider

the value of disclosure of this snapshot of data, in the light of any information already in the public

domain, rather than the value of regular future publication of this data by these public authorities.

193.

We accept that the withheld information is likely to be useful, to some extent, to researchers.

However, we are considering the effect of disclosure of one snapshot list. It could not be used, by

itself, to inform research that, for example, observes the rate and volume with which companies open

and close business rates accounts over time. This would need number of data points. There is some

limited comparative data available from the prior publication of this data by City of London but given

the limited number of data points and their age it is unlikely to be of particular assistance in showing

trends. 

194.

The witness statement of Mr. Chait relates largely to vacancy data, but we do note that he highlights

in his statement some specific uses of the data requested in this appeal. Further we note that even

one instance of this data could be fed in to Mr. Chait’s database and is therefore likely to plug a small

gap and be of at least some value in supporting his work, which we accept adds to the public interest

in disclosure. 

Illuminating opaque business structures and sweet shop/souvenir shop tax evasion 

195.

The media has reported on alleged tax avoidance or evasion by souvenir shops and sweet shops. The

Financial Times reported that in August 2022 that Westminster Council had said in June 2022 that

they were owed £7.9m in overdue business rates from 30 sweet and souvenir shops in the Oxford

Street area. 

196.

This issue has been widely reported and investigated. Mr. Hinckley is responsible for this issue at

WCC. He already has access to the list of ‘names on the bill’, provided by the persons intent on

avoiding paying tax, but the difficulty is in identifying the real occupier of the premises. It is unclear

to the tribunal how making the list of names public would add anything meaningful to the likelihood of

successfully tackling this problem, when Mr. Hinckley’s team already has access to the list and other

coercive powers. 



197.

We accept that publication would assist in transparency to some extent, because it would at least

identify the name that the company has put forward to the Council as being the occupier. However,

having read the detailed reporting on this issue and bearing in mind the information in the public

domain on Companies House, with the VoA and displayed at premises, the large amount of public

information has already enabled informed and detailed public debate and media reporting. There are

likely to be other issues where an opaque corporate structure will be illuminated, to some extent, by

knowing the name that the company has put forward to the Council as occupier. 

198.

Overall, the increase in transparency in relation to this issue adds a small amount to the public

interest in disclosure. 

Failure to display the name of the company in the required location

199.

Under regulation 22(2) of the Company, Limited Liability Partnership and Business (Names and

Trading Disclosures) Regulations 2015/7, a company must display its registered name at any location

at which it carries on business. If the location is shared by five or less companies, the name must be

positioned that it may be easily seen by any visitor. If the location is shared by six or more companies

the names can be available for inspection on a register by a visitor rather than displayed. It is a

criminal offence to fail to comply with the requirements of regulation 22.

200.

Mr Hinckley’s evidence was that, in his and his teams’ experience, this was largely observed in the

breach. Although Mr Hinckley’s team’s visits will largely be to ‘problem properties’, we accept that

this evidence shows that not all companies comply with the Regulations. Given that Parliament has

determined that a failure to display the company name is a criminal offence, we accept that there is a

public interest in ensuring that companies comply with those regulations. We are not convinced that

disclosure of the requested information will, in practice, add materially to informed public debate on

this issue or result in any increased compliance, and we find that this does not add significantly to the

general interest in transparency in company structures already identified above. 

201.

We accept that where a company fails to display a company name, the withheld information might, in

some circumstances, assist individuals in identifying the potentially liable legal entity in the case of

harm or a consumer dispute. Given the information already publicly available, for example, on

Companies House, this is not likely to be of significant impact and in our view adds little to the public

interest balance. 

202.

Taken overall, although there is some public interest in disclosure, it is reasonably limited for the

reasons set out above, and looked at in the round we think that the public interest in disclosure is less

than the moderate public interest in withholding the information. 

203.

For those reasons the appeal is dismissed and it is not necessary to consider the other exemptions

relied on by the Councils, however we have indicated our view and brief reasons below in relation to

sections 41 and 12. 



Section 41

204.

If we had had to consider section 41, we would not have been satisfied that the link between the

company name and the hereditament had the necessary quality of confidence as a class. In the

majority of cases this link is information that has to be made public: the company name (which should

be the name of the occupier and therefore the name on the bill) has to be displayed or available for

inspection at the place where that company carries on business (which would often be the

hereditament) under the Company, Limited Liability Partnership and Business (Names and Trading

Disclosures) Regulations 2015/7. We accept that in relation to some companies on the list the

information may have the quality of confidence, but we are not persuaded that this is the case on a

class basis. 

205.

If we had been satisfied that the information had the quality of confidence, we would have been

satisfied in relation to the other elements of this exemption. 

Section 12 

206.

If we had had to consider section 12, we would have accepted that the estimates were reasonable and

based on cogent evidence. 

207.

We would have rejected Mr. Castle’s argument about the scope of section 12. The question of whether

information falls within the scope of a request cannot be conclusively determined by the label that the

public authority, however wrongly, happens to ascribe to it in its records. For those reasons we would

also have accepted that the information was exempt under section 12. 

208.

In the circumstances, we did not go on to consider section 14. 

209.

For the above reasons we determine that the Commissioner was right to conclude that the public

authority was entitled to withhold the requested information under section 31 and the appeal is

dismissed. This decision is not binding on any other public authority, nor does it mean that any

request for similar information in the future should be refused by these two authorities. Each request

should be assessed based on the public interest in disclosure of the particular information requested

at that particular time.

Signed Sophie Buckley

Judge of the First-tier Tribunal

Date: 22 January 2024

 W/S Mr Black, Bundle/E200 at [16].

 Section 63C(2) LGFA, importing the definition in section 19(2) Commissioners for Revenue and

Customs Act 2005.
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